
Cyber Security Awareness Month

Data Privacy 
3 steps to staying secure

Phishing: Don't take the bait!
Look out for unsolicited emails requesting personal 
and financial info. Verify sender, avoid suspicious links  
and attachments, and report phishing to the IT team.
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Passphrases: Always be unique
Never reuse passphrases, steer clear of personal  
information, and opt for at least 14 characters to 
have the best defence for your account.
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Report any data privacy or cybersecurity 
concerns to your IT or Cybersecurity 
department. Timely reporting aids in 
identifying and mitigating potential threats, 
ensuring your account security.

MFA: Enable multi-factor 
authentication
Boost your account security with MFA, 
activating it if it's available. 

Using your device, knowledge, or 
identity to keep your accounts safe 
with an extra layer of protection.
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