Check the sender Don’t login via email

Double check the sender

Legitimate sites will almost Sense of urgency
and know the signs.

never ask for login details 5 ¢ : "
Inspect the ‘from’ e-mail from an email. If you receive E wary ot uigin _requzg, i
address, look for poor an email asking for your as tl_ng youb O take 'Thme Ili <
spelling or grammar and login details, is it likely that a_?ctlon gr i som_ed ollngbtl <
strange greetings or cybercriminals are trying to gl ;ir > gr pcr)?ctpal th'e It oF
signatures. steal your login credentials. credi cgr, > en this may
look like it’s from a supervisor
or personal of authority, asking
you if you are available and can
do them a favour.

How to spot a scam

Avoid the links Is it really real?

Do not click on the links, Be suspect of any email that
shared documents, or open lO(_)kS to_ b? frqm l_T’ banks and
attachments in messages with financial _|nst|tut|ons, Apple,
which you are unfamiliar or Google, Mlcrosof_t orany ot_her
don’t expect. Check the full reputable organlsathn ARG
URL of a link, look for fake vl ik Io_g e v_er|fy your
sites or sites that ask you to accour?t mformatlo_n or are
log in with your credentials. threatening to deactivate your
account unless you respond.




